
Businesses are adopting mobile solutions to connect with their customers, employees and 
users. Their objective is to increase user productivity and streamline business processes while 
reducing operational cost.  

Companies use off-the-shelf mobile devices for business purpose as building dedicated purpose 
devices is expensive and time-consuming. However, these consumer devices can be easily 
misused and tampered with. This can cause device malfunction, loss of user productivity, and an 
increase in operating cost such as extensive wireless data usage. 

SureLock transforms Tablets, Smartphones, Smartwatches or even desktop computers into 
dedicated purpose devices. Once locked down the end user has access to only “approved” 
applications, mobile features and settings. SureLock ensures mobile devices are used for 
intended business purposes only.
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Benefits for the enterprise                                     Supported Platforms                                

   Increase workforce productivity with access to only 
  the company approved applications

   Reduce device maintenance and support costs

   Prevent intended and unintended misuse of 
   mobile devices and settings 

   Password-protect sensitive data and applications

   Maintains native Android UI and user experience

   Over-the-air (OTA) device lockdown settings

   Easy branding and customization of the device

Eclair 2.x

Froyo 2.2.x

Gingerbread 2.3.x

Honeycomb 3.0.x

Ice Cream Sandwich 4.0.x

Jelly Bean 4.1.x

KitKat 4.4.x

Lollipop 5.0.x

Marshmallow 6.0.x
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SureLock for Android provides a comprehensive lockdown solution for tablets and mobile devices with 
following salient features:
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About 42Gears

42Gears Mobility Systems provides SaaS and On-premise EMM solution. It offers enterprise-ready 
products to help companies secure, monitor and manage enterprise mobile devices. More than 6100 
customers across 105 countries use 42Gears for BYOD and Company Owned Device deployment 
scenarios. 42Gears products are used in verticals like healthcare, manufacturing, logistics, education and 
retail. For more information, please visit www.42gears.com.

Allow execution of "approved" applications only
Prevent unauthorized access to disapproved applications on Android devices.

Single Application Mode
Limit the device to a single application and transforms it into a purpose-specific kiosk.

Disable Peripheral Settings
Lockdown Peripherals like Camera, GPS, Mobile Data, Wi-Fi, Bluetooth, USB, Flight Mode.

Customization and Branding
Brand your locked device with corporate wallpapers and use customized icons and text.

Comprehensive Application Settings
Launch application on startup, clear data, and disable selective child windows.

Advanced Lockdown
Disable Safe Mode, Factory Reset, Disable USB Debugging, Hide Bottom Bar, Disable 
Notification Panel and Status Bar.

SureLock Analytics
Get insights on the applications used and view how long they were used for.

Driver Safety
Set threshold to disable mobile device functionality when vehicle crosses a certain speed.

Power Saving Settings
Use inbuilt features to reduce battery consumption and save power on the device.

Calls and Message Settings
Completely disable, blacklist or whitelist phone numbers for calls and messages.

Import and Export Settings
Mass configure SureLock settings for quick and easy configuration.

Compatibility with SureMDM - Mobile Device Management Solution
Use SureMDM’s inbuilt option to remotely install, configure and manage SureLock.
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